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ZETee SRR fnited States Senate
€ o vea—— e : SELICT COMMTTTEN On BITILIGNCY .
— WASHBIGTOR, € 30410

July 29, 1985 #85-2836C

The Honotrable Caspar Weinberger ‘
Sectetsry of Defense .
Department of Defense .

Room 3E880, The Pentason _ ' g
Washington, D.C. 20301 -

Desr Cap:

On July 18, 1985 we wrote to Bill Casey concerning .
several areas that we thought should be cxp{orod fn the
course of the first anniversary review of the "Procedures
Governing Reporting to the SSCIl on Covetrt Action,” which

were agreed to by the Committee and the DCI in June of 1984.
We believe that there are two additional issues that may

lend themselves to consideration in the context of this
review, although they have implications beyond congressional
notification of covert action, and that it would be benefic{al
to have your Department participate in this aspect of the
review process.

The first of these issues involves the potential
employment of U.S. special military operations forces in o
hostage tescue situation or in a precmftive or tetsliactory -
counterterrorist operation. There would agroar to be
situstions in which such employments argua would fasll
under the reporting requirements in section gOl of the
National Security Act, the consultative. provisions of the
Watr Powers Resolution, both, or neither. We believe some
thought needs to be given to how the executive branch's
concerns about timeliness and operational security can be
reconciled with congressional concern about sppropriatse
notificstion and consultation. 1t may be thet neither the
Netional Security Act nor the War Powers Resolution provides
a workable framework, and that s sui generis understand{
is needed. We are convinced that it would be in the bast
interest of both the legislative and executive brsoches to
teach a myufually agreesble undetstandin% in this area before
the issues are brought suddenly to the fore by an employzent
of special operations forces. .
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The other area that we would like to grapple with
{involves programs undertaken under the rubric of covert
ection that for one reason or another fail, efther at theiy -
{nception or sometime after implementation, to meet the
basic definition of "“special sctivities" because the role of
the U.§5. government becomes sppsrent or is scknowledged
publicly., We believe that sowething.has to be done to
#void having the CIA embroiled in more of these "overt
sovert actions.” :

We have instructed our Committee Counsels to'initiate -
informsl discussions in these areas with appropriate executive
btanch tepresentstives. We hope you will agree thst it {s
worthwhile to pursue this non-adversarisl e?fott to svert
ecounterproductive controversies in the future.

Sincegely,

Qe
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attention of its respective House, or to any appropriate committee or committees of
its respective House, any matter relating to intelligence activities requiring the
attention of such House or such committee or committees.

(e) Construction of authority conferred

Nothing in this chapter shall be construed as authority to withhold information
from the intelligence committees on the grounds that providing the information to
the intelligence committees would constitute the unauthorized disclosure of classified
information or information relating to intelligence sources and methods.

(July 26, 1947, ¢. 343, Title V, § 501, as added Oct. 14, 1980, Pub.L. 96-450, Title IV, § 407(b)(1),
94 Stat. 1981.)

180 in original. Subsec. (d) enacted with a lower case “t™.

References in Text, This “chapter”, referred Notes of Decisions
to in subsec. (e), was in the original this “Act” 1, Questions considered
meaning the National Security Act of 1947, Act Allegations by 12 members of Congress that

July 26, 1947, c. 343, 61 Stat. 495, which enacted  President, through his officers and appointees, had
this chapter. For complete classification of that  violated neutrality laws, War Powers Resolution,
Act to the Code see Short Title note set out under  this chapter, especially Hughes-Ryan Amend-
section 401 of this title and Tables volume. . ment, and Boland Amendment by carrying on
undeclared war against Nicaraguan government
Legislative History. For legislative history and  presented nonjusticiable political question. San-
purpose of Pub.L. 96450, see 1980 U.S.Code  chez-Espinoza v. Reagan,, D.C.D.C. 1983, 568
Cong. and Adm.News, p. 4182, - F.Supp. 596.

SUBCHAPTER [V—PROTECTION OF CERTAIN NATIONAL
SECURITY INFORMATION [NEW]

§ 421. Protection of identities of certain United States undercover intelligence
officers, agents, informants, and sources

(a) Disclosure of information by persons having or having had access to classified informa-
tion that identifies a covert agent

Whoever, having or having had authorized access to classified information that
identifies a covert agent, intentionally discloses any information identifying such
covert agent to any individual not authorized to receive classified information,
knowing that the information disclosed so identifies such covert agent and that the
United States is taking affirmative measures to conceal such covert agent’s intelli-
gence relationship to the United States, shall be fined not more than $50,000 or
imprisoned not more than ten years, or both.

(b) Disctosure of information by persons who learn identity of covert agents as a result of
having access to classified information

Whoever, as a result of having authorized access to classified information, learns
the identity of a covert agent and intentionally discloses any information identifying
such covert agent to any individual not authorized to receive classified information,
knowing that the information disclosed so identifies such covert agent and that the
United States is taking affirmative measures to conceal such covert agent’s intelli-
gence relationship to the United States, shall be fined not more than 3$25,000 or
imprisoned not more than five years, or both.

(c) Disclosure of information by persons in course of pattern of activities intended to
identify and expose covert agents

Whoever, in the course of a pattern of activities intended to identify and expose
covert agents and with reason to believe that such activities would impair or impede
the foreign intelligence activities of the United States, discloses any information that
identifies an individual as a covert agent to any individual not authorized to receive
classified information, knowing that the information disclosed so identifies such
individual and that the United States is taking affirmative measures to conceal such
individual’s classified intelligence relationship to the United States, shall be fined not
more than $15,000 or imprisoned not more than three years, or both.

(July 26, 19;17, c. 343, Title VI, § 601, as added June 23, 1982, Pub. L. 97-200, § 2(a), 96 Stat.
122) -
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States persons, shall be used to develop in-
telligence information for the President and
the National Security Council. A balanced
approach between technical collection ef-
forts and other means should be maintained
and encouraged.

(¢ Special emphasis should be given to
detecting and countering espionage and
other threats and activities directed by for-
eign intelligence services against the United
States Government, or United States corpo-
rations, establishments, or persons.

(d) To the greatest extent possible consist-
ent with applicable United States law and
this Order, and with full consideration of
the rights of United States persons, all agen-
cies and departments should seek to ensure
full and free exchange of information in
order to derive maximum benefit from the
United States intelligence effort.

1.2 The National Security Council.

(a) Purpose. The National Security Coun-
cil (NSC) was established by the National
Security Act of 1947 to advise the President
with respect to the integration of domestic,
foreign and military policies relating to the
national security. The NSC shall act as the
highest Executive Branch entity that pro-
vides review of, guidance for and direction
to the conduct of all national foreign intelli-
gence, counterintelligence, and special ac-
tivities, and attendant policies and pro-
grams.

(b} Committees. The NSC shall establish
such committees as may be necessary to
carry out its functions and responsibilities
under this Order. The NSC, or a committee
established by it, shall consider and submit
to the President a policy recommendation,
including all dissents, on each special activi-
tv and shall review proposals for other sen-
sitive intelligence operations.

1.3 National Foreign Intelligence Adviso-
ry Groups.

(a) Establishment and Duties. The Direc-
tor of Central Intelligence shall establish
such boards, councils, or groups as required
for the purpose of obtaining advice from
within the Intelligence Community con-
cerning:

(1) Production, review and coordination
of national foreign intelligence;

(2) Priorities for the National Foreign In-
telligence Program budget;
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(3) Interagency exchanges of foreign in-
telligence information;

(4) Arrangements with foreign govern-
ments on intelligence matters;

(5) Protection of intelligence sources and
methods; -

"(6) Activities of comrnon concern; and

(7) Such other matters as may be referred
by the Director of Central Intelligence.

(by Membership. Advisory groups estab-
lished pursuant to this section shall be
chaired by the Director of Central Intelli-
gence or his designated representative and
shall consist of senior representatives from
organizations within the Intelligence Com-
munity and from departments or agencies
containing such organizations, as designated
by the Director of Central Intelligence.
Groups for consideration of substantive in-
telligence matters will include representa-
tives of organizations involved in the collec-
tion, processing and analysis of intelligence.
A senior representative of the Secretary of
Commerce, the Attorney General, the
Assistant to the President for National Secu-
rity Affairs, and the Office of the Secretary
of Defense shall be invited to participate in
any group which deals with other than sub-
stantive intelligence matters.

1.4 The Intelligence Community. The
agencies within the Intelligence Communi-
tv shall, in accordance with applicable
United States law and with. the other provi-
sions of this Order, conduct intelligence ac-
tivities necessary for the conduct of foreign
relations and the protection of the national
security of the United States, including:

(a) Collection of information needed by
the President, the National Security Coun-
cil, the Secretaries of State and Defense,
and other Executive Branch officials for the
performance of their duties and responsibil-
ities;

(b) Production and dissemination of intel-
ligence;

(¢) Collection of information concerning,
and the conduct of activities to protect
against, intelligence activities directed
against the United States, international ter-
rorist and international narcotics activities,
and other hostile activities directed against
the United States by foreign powers, organi-
zations, persons, and their agents;

1129
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guidelines established by the Office of Man-
agement and Budget;

(p) Monitor National Foreign Intelligence
Program implementation, and, as necessary,
conduct program and performance audits
and evaluations;

(q) Together with the Secretary of De-
fense, ensure that there is no unnecessary
overlap between national foreign intelli-
gence programs and Department of De-
fense intelligence programs consistent with
the requirement to develop competitive
analvsis, and provide to and obtain from the
Secretary of Defense all information neces-
sary for this purpose;

(r) In accordance with law and relevant
procedures approved by the Attorney Gen-
eral under this Order, give the heads of the
departments and agencies access to all in-
telligence, developed by the CIA or the
staff elements of the Director of Central
Intelligence, relevant to the national intelli-
gence needs of the departments and agen-
cies; and

(s) Facilitate the use of national foreign
intelligence products by Congress in a
secure manner.

1.6 Duties and Responsibilities of the
Heads of Executive Branch Departments
and Agencies. .

(a) The heads of all Executive Branch de-
partments and agencies shall, in accordance
with law and relevant procedures approved
by the Attornev General under this Order,
give the Director of Central Intelligence
access to all information relevant to the na-
tional intelligence needs of the United
States, and shall give due consideration to
requests from the Director of Central Intel-
ligence for appropriate support for Intelli-
gence Community activities.

(b) The heads of departments and agen-
cies involved in the National Foreign Intel-
ligence Program shall ensure timely devel-
opment and submission to the Director of
Central Intelligence by the program man-
agers and heads of component activities of
proposed national programs and budgets in
the format designated by the Director of
Central Intelligence, and shall also ensure
that the Director of Central Intelligence is
provided, in a timely and responsive
manner, all information necessary to per-
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form the Director’s program and budget re-
sponsibilities.

(c) The heads of departments and agen-
cies involved in the National Foreign Intel-
ligence Program may appeal to the Presi-
dent decisions by the Director of Central
Intelligence on budget or reprogramming
matters of the National Foreign Intelligence
Program.

1.7 Senior Officials of the Intelligence
Community. The heads of departments and
agencies with organizations in the Intelli-
gence Community or the heads of such or-
ganizations, as appropriate, shall:

(a) Report to the Attorney General possi-
ble violations of federal criminal laws by
employees and of specified federal criminal
laws by any other person as provided in
procedures agreed upon by the Attorney
General and the head of the department or
agency concerned, in a manner consistent
with the protection of intelligence sources
and methods, as specified in those proce-
dures;

(b) In any case involving serious or con-
tinuing breaches of security, recommend to
the Attorney General that the case be re-
ferred to the FBI for further investigation;

(c) Furnish the Director of Central Intelli-
gence and the NSC, in accordance with ap-
plicable law and procedures approved by
the Attorney General under this Order, the
information required for the performance
of their respective duties;

(d) Report to the Intelligence Oversight
Board, and keep the Director of Centra)
Intelligence appropriately informed, con-
cerning any intelligence activities of their
organizations that they have reason to be-
lieve may be unlawful or contrary to Execu-
tive order or Presidential directive;

(e) Protect intelligence and intelligence
sources and methods from unauthorized dis-
closure consistent with guidance from the
Director of Central Intelligence;

(f) Disseminate intelligence to cooperat-
ing foreign governments under arrange-
ments established or agreed to by the Di-
rector of Central Intelligence;

(g) Participate in the development of pro-
cedures approved by the Attorney General
governing production and dissemination of
intelligence resulting from criminal narcot-
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existennce and capability  of surveillance

equipment being used against the President
of the United States, the Executive Office
of the President. and, as authorized by the
Secretary of the Treasury or the President,
other Secret Service protectees and United
States officials. No information shall be ac-
quired intentionally through such activities
except to protect against such surveillance,
and those activities shall be conducted pur-
suant to procedures agreed upon by the
Secretary of the Treasury and the Attorneyv
General.

1.11 The Department of Defense. The
Secretary of Defense shall:

ia; Collect national foreign intelligence
and be responsive to collection tasking by
the Director of Central Intelligence;

{b) Collect, produce and disseminate mili-
tary  und militaryv-related foreign intelli-
gence and counterintelligence as required
for execution of the Secretary's responsibil-
ities:

i1 Conduct programs and missions neces-
sarv to fulfill national, departmental and
tactical foreign intelligence requirements;

{d; Conduct counterintelligence activities
in support of Department of Defense com-
ponents outside the United States in coordi-
nation with the CIA, and within the United
States in coordination with the FBI pursu-
ant to procedures agreed upon by the Sec-
retary of Defense and the Attorney Gener-
al;

(e) Conduct, as the executive agent of the
United States Government, signals intelli-
gence and communications security activi-
ties, except as otherwise directed by the
\SC;

(f: Provide for the timelyv transmission of
critical intelligence, as defined by the Di-
rector of Central Intelligence, within the
United States Government;

(g) Carry out or contract for research, de-
velopment and procurement of technical
svstems and devices relating to authorized
intelligence functions;

(h) Protect the security of Department of
Defense installations, activities, property,
information, and employees by appropriate
means including such investigations of ap-
plicants, employees, contractors, and other
persons with similar associations with the
Department of Defense as are necessary;

b d
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(i) Establish and maintain military intelli-
gence relationships and military intelligence
exchange programs with selected coopera-
tive foreign defense establishments and in-
ternational organizations, and ensure that
such relationships and programs are in ac-
cordance with policies formulated by the
Director of Central Intelligence;

() Direct, operate, contro]l and provide
fiscal management for the National Security
Agency and for defense and military intelli-
gence and national reconnaissance entities;
and

(k) Conduct such administrative and tech-
nical support activities within and outside
the United States as are necessary to per-
form the functions described in sections (a)
through (j) above.

1.12 Intelligence Components Utilized by
the Secretary of Defense. In carrving out
the responsibilities assigned in section 1.11,
the Secretary of Defense is authorized to
utilize the following:

(a) Defense Intelligence Agency, whose
responsibilities shall include:

(1) Collection, production, or, through
tasking and coordination, provision of mili-
tary and military-related intelligence for the
Secretary of Defense, the Joint Chiefs of
Staff, other Defense components, and, as
appropriate, non-Defense agencies;

(2) Collection and provision of military in-
telligence for national foreign intelligence
and counterintelligence products;

(3) Coordination of all Department of De-
fense intelligence collection requirements;

(4) Management of the Defense Attaché
svstemn; and

(5) Provision of foreign intelligence and
counterintelligence staff support as directed
by the Joint Chiefs of Staff.

(b) National Security Agency, whose re-
sponsibilities shall include:

(1) Establishment and operation of an ef-
fective unified organization for signals intel-
ligence activities, except for the delegation
of operational control over certain oper-
ations that are conducted through other
elements of the Intelligence Community.
No other department or agency may
engage in signals intelligence activities
except pursuant to a delegation by the Sec-
retary of Defense;

1133




Dec. 4 / Admir;;;tmtion of Ronald Reagan, 1981

(2) Control of signals intelligence collec-
tion and processing activities, including as-
signment of resources to an appropriate
agent for such periods and tasks as required
for the direct support of military command-
ers,;

(3) Collection of signals intelligence infor-
mation for national foreign intelligence pur-
poses in accordance with guidance from th
Director of Central Intelligence; :

(4) Processing of signals intelligence data
for national foreign intelligence purposes in
accordance with guidance from the Direc-
tor of Central Intelligence;

(5) Dissemination of signals intelligence
information for national foreign intelligence
purposes to authorized elements of the
Government, including the military serv-
ices, in accordance with guidance from the
Director of Central Intelligence;

(6) Collection, processing and dissemina-
tion of signals intelligence information for
counterintelligence purposes;

(7) Provision of signals intelligence sup-
port for the conduct of military operations
in accordance with tasking, priorities, and
standards of timeliness assigned by the Sec-
retary of Defense. If provision of such sup-
port requires use of national collection sys-
temns, these systéms will be tasked within
existing guidance from the Director of Cen-
tral Intelligence;

(8) Executing the responsibilities of the
Secretary of Defense as executive agent for
the communications security of the United
States Government;

(9) Conduct of research and development
to meet needs of the United States for sig-
nals intelligence and communications secu-
rity;

(10) Protection of the security of its instal-
lations, activities, property, information, and
employees by appropriate means, including
such investigations of applicants, employees,
contractors, and other persons with similar
associations with the NSA as are necessary;

(11) Prescribing, within its field of author-
ized operations, security regulations cover-
ing operating practices, including the trans-
mission, handling and distribution of signals
intelligence and communications security
material within and .among the elements
under control of the Director of the NSA,
and exercising the necessary supervisory

1134

control to ensure compliance with the regy.
lations; .

(12) Conduct of foreign cryptologic liaison
relationships, with liaison for intelligence
purposes conducted in accordance with
policies formulated by the Director of Cen.
tral Intelligence; and )

(13) Conduct of such administrative and
technical support activities within and out-
side the United States as are necessary to
perform the functions described in sections
(1) through (12) above, including procure-
ment.

(c) Offices for the collection of special-
ized intelligence through reconnaissance
programs, whose responsibilities shall in-
clude:

(1) Carrying out consolidated reconnais-
sance programs for specialized intelligence;

(2) Responding to tasking in accordance
with procedures established by the Director
of Central Intelligence; and

(3) Delegating authority to the various de-
partments and agencies for research, devel-
opment, procurement, and operation of
designated means of collection.

(d) The foreign intelligence and counter-
intelligence elements of the Army, Navy,
Air Force, and Marine Corps, whose respon-
sibilities shall include:

(1) Collection, production and dissemina-
tion of military and military-related foreign
intelligence and counterintelligence, and in-
formation on the foreign aspects of narcot-
ics production and trafficking. When collec-
tion is conducted in response to national
foreign intelligence requirements, it will be
conducted in accordance with guidance
from the Director of Central Intelligence.
Collection of national foreign intelligence,
not otherwise obtainable, outside the
United States shall be coordinated with the
CIA, and such collection within the United
States shall be coordinated with the FBI;

(2) Conduct of counterintelligence activi-
ties outside the United States in coordina-
tion with the CIA, and within the United
States in coordination with the FBI; and

(3) Monitoring of the development, pro-
curement and management of tactical intel-
ligence systems and equipment and con-
ducting related research, development, and
test and evaluation activities.
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e} Other offices within the Department
of Defense appropriate for conduct of the
intelligence missions and responsibilities as-
sioned to the Secretary of Defense. If such
other offices are used for intelligence pur-
poses. the provisions of Part 2 of this Order
shall apply to those offices when used for
those purposes.

1.13 The Department of Energy. The Sec-
retary of Energy shall:

(a) Participate with the Department of
State in overtly collecting information with
respect to foreign energy matters;

(b) Produce and disseminate foreign intel-
ligence necessary for the Secretary’s respon-
sibilities;

{c) Participate in formulating intelligence
collection and analysis requirements where
the special expert capability of the Depart-
ment can contribute; and

(d) Provide expert technical, analytical
and research capability to other agencies
within the Intelligence Community.

1.14 The Federal Bureau of Investigation.
Under the supervision of the Attorney Gen-
eral and pursuant to such regulations as the
Attorney General may establish, the Direc-
tor of the FBI shall:

(a) Within the United States conduct
counterintelligence and coordinate counter-
intelligence activities of other agencies
within the Intelligence Community. When
a counterintelligence activity of the FBI in-
volves military or civilian personnel of the
Department of Defense, the FBI shall co-
ordinate with the Department of Defense;

(b) Conduct counterintelligence activities
outside the United States in coordination
with the CIA as required by procedures
agreed upon by the Director of Central In-
telligence and the Attorney General;

(¢) Conduct within the United States,
when requested by officials of the Intelli-
gence Community designated by the Presi-
dent, activities undertaken to collect for-
eign intelligence or support foreign intelli-
gence collection requirements of other
agencies within the Intelligence Communi-
tv, or, when requested by the Director of
the National Security Agency, to support
the communications security activities of
the United States Government;

(d) Produce and disseminate foreign intel-
ligence and counterintelligence; and
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{e) Carry out or contract for research, de-
velopment and procurement of technical
svstems and devices relating to the func-
tions authorized above.

Part 2 Conduct of Intelligence Actitities

2.1 Need. Accurate and timely informa-
tion about the capabilities, intentions and
activities of foreign powers, organizations,
or persons and their agents is essential to
informed decison-making in the areas of na-
tional defense and foreign relations. Collec-
tion of such information is a priority objec-
tive and will be pursued in a vigorous, inno-
vative and responsible manner that is con-
sistent with the Constitution and applicable
law and respectful of the principles upon
which the United States was founded.

2.2 Purpose. This Order is intended to
enhance human and technical collection
techniques, especially those undertaken
abroad, and the acquisition of significant
foreign intelligence, as well as the detection
and countering of international terrorist ac-
tivities and espionage conducted by foreign
powers. Set forth below are certain general
principles that, in addition to and consistent
with applicable laws, are intended to
achieve the proper balance between the ac-
quisition of essential information and pro-
tection of individual interests. Nothing in
this Order shall be construed to apply to or
interfere with any authorized civil or crimi-
nal law enforcement responsibility of any
department or agency.

2.3 Collection of Information. Agencies
within the Intelligence Community are au-
thorized to collect, retain or disseminate in-
formation concerning United States persons
only in accordance with procedures estab-
lished by the head of the agency concerned
and approved by the Attorney General,
consistent with the authorities provided by
Part 1 of this Order. Those procedures shall
permit collection, retention and dissemina-
tion of the following tvpes of information.

(a) Information that is publicly available
or collected with the consent of the person
concerned;

(b) Information constituting foreign intel-
ligence or counterintelligence, including
such information concerning corporations
or other commercial organizations. Collec-
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.d Physical surveillance of a United

States person abroad to collect foreign intel-
licence. except to obtain significant infor-
mation that cannot reasonably be acquired
bv other means.

"2.5 Attorney General Approval. The At-
torney General hereby is delegated the
power to approve the use for intelligence
purposes. within the United States or
acainst a United States person abroad, of
anv technique for which a warrant would
be required if undertaken for law enforce-
ment purposes. provided that such tech-
niques shall not be undertaken unless the
Attornev General has determined in each
case that there is probable cause to believe
that the technique is directed against a for-
eign power or an agent of a foreign power.
Flectronic surveillance, as defined in the
Foreign Intelligence Surveillance Act of
197S. shall be conducted in accordance
with that Act, as well as this Order.

2.6 Assistance to Law Enforcement Au-
thorities. Agencies within the Intelligence
Community are authorized to:

{a: Cooperate with appropriate law en-
forcement agencies for the purpose of pro-
tecting the emplovees, information, proper-
tv and facilities of any agency within the
Intelligence Community;

ibi Unless otherwise precluded by law or
this Order, participate in law enforcement
activities to investigate or prevent clandes-
tine intelligence activities by foreign
powers, or international terrorist or narcot-
ics actijvities:

¢ Provide specialized equipment, techni-
cal knowlege, or assistance of expert per-
connel for use by any department or
agency, or, when lives are endangered, to
support local law enforcement agencies.
Provision of assistance by expert personnel
shall be approved in each case by the Gen-
eral Counsel of the providing agency; and

td) Render any other assistance and coop-
eration to law enforcement authorities not
precluded by applicable law.

2.7 Contracting. Agencies within the In-
telligence Community are authorized to
enter into contracts or arrangements for the
provision of goods or services with private
companies or institutions in the United
States and need not reveal the sponsorship
of such contracts or arrangements for au-

-
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thorized intelligence purposes. Contracts or
arrangements with academic institutions
may be undertaken only with the consent
of appropriate officials of the institution.

2.8 Consistency With Other Laws. Noth-
ing in this Order shall be construed to au-
thorize any activity in violation of the Con-
stitution or statutes of the United States.

2.9 Undisclosed Participation in Organi-
zations Within the United States. No one
acting on behalf of agencies within the In-
telligence Community may join or other-
wise participate in any organization in the
United States on behalf of any agency
within the Intelligence Community without
disclosing his intelligence affiliation to ap-
propriate officials of the organization,
except in accordance with procedures es-
tablished by the head of the agency con-
cerned and approved by the Attorney Gen-
eral. Such participation shall be authorized
only if it is essential to achieving lawful pur-
poses as determined by the agency head or
designee. No such participation may be un-
dertaken for the purpose of influencing the
activity of the organization or its members
except in cases where:

(a) The participation is undertaken on
behalf of the FBI in the course of a lawful
investigation; or

(b) The organization concerned is com-
posed primarily of individuals who are not
United States persons and is reasonably be-
lieved to be acting on behalf of a foreign
power.

2.10 Human FExperimentation. No agency
within the Intelligence Community shall
sponsor, contract for or conduct research on
human subjects except in accordance with
guidelines issued by the Department of
Health and Human Services. The subject’s
informed consent shall be documented as
required by those guidelines.

2.11 Prohibition on Assassination. No
person employed by or acting on behalf of
the United States Government shall engage
in, or conspire to engage in, assassination.

2.12 Indirect Participation. No agency of
the Intelligence Community shall partici-
pate in or request any person to undertake
activities forbidden by this Order.
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Part 3 General Protisions

3.1 Congressional Oversight. The duties
and responsibilities of the Director of Cen-
tral Intelligence and the heads of other de-
partments, agencies, and entities engaged
in intelligence activities to cooperate with
the Congress in the conduct of its responsi-
bilities for oversight of intelligence activities
shall be as provided in title 50, United
States Code, section 413. The requirements
of section 662 of the Foreign Assistance Act
of 1961, as amended (22 U.S.C. 2422), and
section 501 of the National Security Act of
1947, as amended (30 U.S.C. 413), shall
apply to all special activities as defined in
this Order.

3.2 Implementation. The NSC, the Secre-
tary of Defense, the Attornev General, and
the Director of Central Intelligence shall
issue such appropriate directives and proce-
dures as are necessarv to implement this
Order. Heads of agencies within the Intelli-
gence Community shall issue appropriate
supplementary directives and procedures
consistent with this Order. The Attorney
General shall provide a statement of rea-
sons for not approving any procedures es-
tablished by the head of an agenry in the
Intelligence Community other than the
FBI. The National Security Council may es-
tablish procedures in instances where the
agency head and the Attorney General are
unable to reach agreement on other than
constitutional or other legal grounds.

3.3 Procedures. Until the procedures re-
quired by this Order have been established,
the activities herein authorized which re-
quire procedures shall be conducted in ac-
cordance with existing procedures or re-
quirements established under Executive
Order No. 12036. Procedures required by
this Order shall be established as expedi-
tiously as possible. All procedures promul-
gated pursuant to this Order shall be made
available to the congressional intelligence
committees. .

3.4 Definitions. For the purposes of this
Order, the following terms shall have these
meanings:

(a) Counterintelligence means information
gathered and activities conducted to pro-
tect against espionage, other intelligence
activities, sabotage, or assassinations con-
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ducted for or on behalf of foreign powers,
organizations or persons, or international
terrorist activities, but not including person-
nel, physical, document or communications
security programs.

(b) Electronic surceillance means acquisi-
tion of a nonpublic communication by elec-
tronic means without the consent of a
person who is a party to an electronic com-
munication or, in the case of a nonelec-
tronic communication, without the consent
of a person who is visably present at the
place of communication, but not including
the use of radio direction-finding equip-
ment solely to determine the location of a
transmitter.

(c) Employee means a person emploved
by, assigned to or acting for an agency
within the Intelligence Community.

(d) Foreign intelligence means informa-
tion relating to the capabilities, intentions
and activities of foreign powers, organiza-
tions or persons, but not including counter-
intelligence except for information on inter-
national terrorist activities.

(e) Intelligence activities means all activi-
ties that agencies within the Intelligence
Community are authorized to conduct pur-
suant to this Order.

(N Intelligence Community and agencies
within the Intelligence Community refer to
the following agencies or organizations:

(1) The Central Intelligence Agency
(CIA)

{2) The National Security Agency (NSA)

(3) The Defense Intelligence Agency
(DIA);

(4) The offices within the Department of
Defense for the collection of specialized na-
tional foreign intelligence through recon-
naissance programs;

{5) The Bureau of Intelligence and Re-
search of the Department of State;

{6) The intelligence elements of the
Army, Navy, Air Force, and Marine Corps.
the Federal Bureau of Investigation (FBI),
the Department of the Treasury, and the
Department of Energy; and

(7} The staff elements of the Director of
Central Intelligence.

(g) The National Foreign Intelligence Pro-
gram includes the programs listed below,
but its composition shall be subject to







