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MEMORANDUM 6 &@

NATIONAL SECURITY COUNCIL

September 27, 1982

ACTION . f]/[/p

MEMORANDUM FOR WILLIAM P. CLARK

l '
FROM: EDWARD McGAFFIGAN, JR.€ﬁL%- ﬁ;quwgi>

GUS WEISS

SUBJECT: National Academy of Sciences' Dinner,
September 29

Your hosts for the evening will be National Academy of
Sciences' President, Frank Press, and former President
of Cornell, Dale Corson. They will be presenting the
results of the Academy's review of national security
and scientific research, which Corson led.

Talking points in bullet form are attached. We have also
prepared a longer memo summarizing the Academy's report
and the controversy leading up to it and making a specific
recommendation for follow-up: issuance of an NSSD on which
Jay Keyworth would take the lead. Peruse it only as your

time allows.

Attachment

Talking Points ol
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Talking Points
National Academy of Sciences
September 29

Complex and controversial set of issues.

Corson panel has done a good job elucidating
them, bringing government and research
community together.

Understand need for narrow application of
national security controls to scientific
communication.

Executive Order 12356 on national security
information, issued April 2, retained
limitation that basic scientific research
info not clearly related to national security
may not be classified.

Don't want to ape Soviet model--too much
secrecy blocks technological innovation.

First Amendment also protects open communication
in U.S.

Still, there are sensitive areas where some
control is warranted, as your report makes
clear.

Interested in your recommendation to make

~greater use of contract and visa controls

and less use of export controls, and your
call for drastic streamlining of the Militarily
Critical Technologies List.

NSC will consider this set of issues, and ask
an appropriate group to work on follow-up to
your report.u;ﬁﬁr~ 3; .

Jay Keyworth‘mgy be best positioned to lead
that follow-up," includlng both technical agencies
and export, contrbl agencies.
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MEMORANDUM

6594
NATIONAL SECURITY COUNCIL
September 27, 1982

ACTION
MEMORANDUM FOR WILLIAM P. CLARK
FROM: EDWARD McGAFFIGAN, JR.EW%%'

GUS WEISS IL/
SUBJECT: Background and Talking Points for National

Academy of Sciences' Dinner on September 29

You have accepted an invitation (TAB B) from National
Academy of Sciences' President Frank Press to attend a
dinner and briefing on the Academy's study of scientific
research and national security, which will be released on
September 30. Talking points for use at the dinner are
provided at TAB A.

Background

Over the last four years there has been increasing
polarization between the scientific community and govern-
ment over the government's attempts to limit the Warsaw
Pact's access to unclassified technical information. The
most recent incident was the last-minute DoD cancellation
of over 100 papers scheduled to be presented by DoD
personnel and contractors at the Society of Photo-Optical
Instrumentation Engineers' annual meeting (see TAB C).
The Academy's study is an attempt to set up a dialogue
between government officials dealing with export controls
and the academic and industrial research community.
.- Jay Keyworth encouraged the Academy to undertake this effort,
which Dick DeLauer at DoD and John Slaughter at the National
.-or 8Science Foundation supported financially. Frank Press put
“ together a very balanced group, including several people
with DoD and intelligence community experience (see TAB B).

+pale Corson, President Emeritus of Cornell, chaired the
“group.

-# -’ - The Report

We believe that the group did an excellent job of balancing
the needs of government to protect sensitive information and



the need of the scientific community to communicate freely
in order to advance science and technology to enhance the
nation's economic competitiveness and national security.
The panel advocates an approach based on security through
accomplishment rather than through secrecy. It points out
that as part of the nation's science policy we are trying
to stimulate technology transfer from the universities and
government laboratories, where most basic research is
carried out, to industry. The panel also believes, based
on the evidence presented to it by the intelligence
community, that normal scientific communication has played
and will continue to play a minimal role in U.S. techno-
logical losses to the Warsaw Pact, compared to espionage
and legal and illegal trade. Moreover, they pointed out
the strong constitutional protection afforded open
communication of information in the United States.

The panel looked at the five mechanisms whereby government
can seek to control the flow of scientific information to
potential foes: 1) classification; 2) export controls, i.e.,
requiring a license to communicate the information;

3) controls (e.g., prepublication review) specified in
government R&D contracts; 4) voluntary agreements to

submit information for review; and 5) visa controls.

(See TAB D for executive summary.)

They recommend classification only if the research will
lead to near-term military products. Almost all basic
research will not fall in this category. They caution
against the other controls being used on unclassified
research except in narrow "grey areas." They recommend

use of contract and visa controls in preference to license
controls, and a general exemption from license controls

for unclassified information that is available domestically.
They warn of the bureaucracy's tendency to broaden the
catggories for control and recommend that the 700-page
classified Militarily Critical Technologies List, which

DoD has been developing for four years to serve as.the
underpinning of the commodity control and munitions

control lists, be "drastically streamlined" to concentrate
on technologies truly critical to national security.
Finally, they find that voluntary agreements between
researchers and government agencies will work only .in

very special instances like cryptography, where.a. large
agency (NSA) is working with a small number of f‘
who recognize the potential sensitivity of theix”




Follow-up to the Report

At the dinner, you are most likely to be asked how the
government will now follow-up on the findings of this
report. We would recommend that the NSC ask Jay Keyworth
to take the lead in an NSSD study. None of the existing
interagency groups working on export control, such as the
State-chaired SIG or the Commerce-chaired Export Adminis-
tration Review Board, have adeguate representation from
the technical agencies charged with carrying out R&D,
including the R&D side of Defense. An illustrative draft
NSSD is attached at TAB E. It has not been shown to any
of the agencies thus far.

Recommendation

We would be pleased to brief you further prior to the
dinner, which both of us will also be attending. This
would be an opportunity to discuss whether we should
pursue the NSSD possibility with the agencies involved.

Approve Disapprove

Time

Attachments
TAB A Talking Points
TAB B Invitation
TAB C Science article on SPIE Conference
TAB D Executive Summary of Academy's Report
TAB E Draft NSSD
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Talking Points
National Academy of Sciences
September 29

Complex and controversial set of issues.

Corson panel has done a good job elucidating
them, bringing government and research
community together.

Understand need for narrow application of
national security controls to scientific
communication. .

Executive Order 12356 on national security
information, issued April 2, retained
limitation that basic scientific research
info not clearly related to national security
may not be classified.

Don't want to ape Soviet model--too much
secrecy blocks technological innovation.

First Amendment also protects open communication
in U.S.

Still, there are sensitive areas where some
control is warranted, as your report makes
clear.

Interested in your recommendation to make
greater use of contract and.visa controls

and less use of export controls, and your

call for drastic streamlining of the Militarily
Critical Technologies List.

NSC will consider this set of issues, and ask
an appropriate group to work on follow-up to
your report.

Jay Keyworth may be best positioned to lead
that follow-up, including both technical agencies
and export control agencies. .
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THE WHITE HOUSE
WASHINGTON

September 22, 1982

Ed:

Per John Poindexter's note, you
should prepare talking for WC
on the attached.

Thanks

Kay



Bud and John

WC wants to know if you are interested
in the attached.
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NATIONAL ACADEMY OF SCIENCES

2101 CONSTITUTION AVENUE WASHINGTON, D.C. 20418

N\

OFFICE OF THE PRESIDENT

U}j /]W
\«17 September 17, 1982

Mr. William P. Clark
Assistant to the President for

National Security Affairs
The White House
Washington, D.C. 20500

Dear Mr. Clark:

The Panel on Scientific Communication and National
Security has completed a study on the relationship between
scientific research and national security. I cordially
invite you to a dinner and briefing by our Panel at the
National Academy of Sciences on September 29. The report
wl be released to the public on the following day. The
invitation has been extended to a small group of leaders
from the Congress and the Executive agencies, as well as

representatives from high-technology industry and from the
scientific and academic community.

As you know, concerns have been expressed by many
officials that the free availability to foreign nationals
and certain nations, particularly the Soviet Union and its
allies, of some unclassified research results poses a
threat to the national security. At the same time, many
scientists and engineers and research officials in
government, universities and industry believe that
restrictions on open communication could threaten the
vitality of the educational and scientific endeavors upon
which U.S. technologies and our national defense are

' ..based. The Panel was charged with the task of examining

how these competing national objectives can be balanced to

. ‘.-‘Xa T
o '% :
' B

best serve the general welfare. The Panel was briefed
extensively, including discussions with the intelligence
community. The Panel's recommendations, if adopted, could
aid in insuring that both of these important national
goals are realized through appropriate policies.

. 4



September 17, 1982
Page two

For your information I have enclosed a list of the
membership of the Panel, chaired by Dale R. Corson, a
physicist and President Emeritus of Cornell University,
that was convened under the auspices of the Academies'
Committee on Science, Engineering and Public Policy.
Financial support for the study was provided by the
Department of Defense, the National Science Foundation,
the American Association for the Advancement of Science,
the American Chemical Society, the American Geophysical
Union, and the National Academy of Sciences.

I hope you will be able to reserve a few hours of your
time on Wednesday, September 29, to meet with us and dis-
cuss this subject of national importance. The program will
begin at 6:30 p.m., with cocktails in the Rotunda of the
National Academy of Sciences. Dinner will be at 7 p.m. in
the Lecture Room and will be followed by the briefing and
a discussion of the report. Please respond directly to the
Panel's office (Ms. Liz Panos 334-2498) to let us know if
you will be able to attend.

Yours sincerely,

ok flran

Frank Press
President
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SCIENCE

Export Control Threat Disrupts Meeting

Participants at SPIE meeting scrambled to withdraw their papers -
upon learning that they may not have gotten proper clearances

By all accounts, the 26th annua!l tech-
nical symposiuvm of the Society of Pho-
to-Optical Instrumentation Engineers
{SPIE) was a shambles. More than 2700
peopie from 25 countries, including the
Soviet Union. attended the meeting.
which was held at the end of August in
San Dicgo. But at lJeast 100 of the 700
papers listed in the program were with-
drawn a1 the last minute by frightened
and confused authors, acting in spme
cases under orders from their supervi-
sOrs Or contracting agencies, afier the
Department of Defense let it be known
that some of the scheduled presentations
might violate government export regula-
tions. These regulations are designed to
keep military-related high lechnology
out of Soviet hands.

The incident is unprecedented and it is
being perceived as the most dramatic
example to daic of Reagan Administra-
Gion’s determination to clamp down on
sechnology transfer. Says Joseph Yaver,
executive director of SPIE, **We've lost
a few papers here and there but pever
anything of this magnitude.*”. And the
ramifications of the incident are wide-
spread. Some members of SPIE are wor-
Tied that their freedom to openly discuss
their research is threastened and, accord-
ing to Yaver, a number of members have
withdrawn from the organization, yes-
soning that it is on the DOD’s hit list.
One large corporation requested that its
SCIENCE, VOL. 217, 24 SEPTEMBER 1962

papers, which were presented at the con-
ference, not be published in the confer-
ence proceedings. Other participants
asked for refunds of their registration
fees. **The whole fabric of our society is
unraveling in our hands,” Yaver moans.
This episode, moreover, could have an
adverse effect on other meetings where
potentially sensitive technologies are
discussed.

Government officials also are con-
cemned. George Keyworth, the Presi-
dent’s science adviser, put out a state-
‘Went saying, ~OSTP [the Office of Sci-
ence and Technology Policy) wasn't in-
¥olved but there pbviously has 10 be
some reconciliation between a legitimate
concern for technology transfer and an
anfetiered pursuit of research, particu-
larly in the international scientific com-
munity. § think the incident at the pho-
sooptical conference was both unfortu-
aate and ill-timed.” A Pentagon official
semarks, *The recent events could en-
danger the constructive effiorts of many
to foster a bealthy DOD-university rela-
tionship.”* The incident comes just be-
fore a DOD-Nationa! Academy of Sci-

- ¢nces panel is scheduled to release a

geport on technology transfer so it is
seen by some observers to have oc-

eurred at.e purucuhﬂy inoppatune

Tbc SPIE incident, which was first
brought 10 public attention by Science

€036-8075/820924-1233501 800 Copyrigh! © 1962 AAAS

News, which had a reporter at the meet-
ing. began on Wednesday, 18 August—

just 2¥adays before the conference regis-

tration was to begin. A military officer
appeared at the offices of the Pentagon's
international security division carrying
the SPIE program. He had only recently
become aware of the program’s contents
and was concerned that defense-related
technical information was scheduled to
be presented. Most of the meeting partic-
ipants were under contract to the De-
fense Deparitment or were Defense De-
partment employees—which meant that
they were required to get Pentagon clear-

ance before presenting papers at an in- ..

1982 R

<

ternational conference. The papers in- 2

cluded presentations on reconnaissance,

characterization of battleficlds with elec-
trooptical emnpment.mgcm
military applications ofmﬁnredtedmol—
ogy, and fiber optics. Had all of these
papers been cleared, the officer asked?.
“*We looked af the program,” says &~
Pentagon official, “‘and we called nﬁn
o six experts on technology control. We
agreed 10 a man that it was an extraordi-
narily bad situstion.” Most of the sensi-
tive papers bad not been submitted for
learance. The Pentagon then sent out
neuuenoal!DODpenonnelmdm
tractors who were scheduled to make
Ppresentations at the meeting saying that,
ff they were planning to discuss defense-
related technical information and if they

1233







EXECUTIVE SUMMARY

The economic and military strength of the United States is based to a
substantial degree on its superior achievements in science and
technology and on its capacity to translate those achievements into
products and processes that contribute to economic prosperity and
national defense. There are concerns, however, that the Boviet Union
has gained militarily from access to the results of U.5. scientific and
technological efforts. Accordingly, there have been recent suggestions
that tighter controls should be established on the transfer of informa-
tion through open channels to the Soviets. Buch controls would, how-
ever, also inhibit the free communication of scientific and technical
information essential to our achievements. The Panel on Bcientific
Communication and National Security was asked to examine the various
aspects of the application of controls to scientific communication and
to suggest how to balance competing national objectives sc as to best
serve the general welfare. This task has involved a careful assessment
of the sources of leakage, the nature of universities and scientific
communication, the current systems of information control, and the
several costs and benefits of controls. These assessments underlie the
Panel's recommendations.

UNWANTED TRANSFER OF U,.S5. TECHNOLOGY

There has been a substantial transfer of U.S. technology--much of it
directly relevant to military systems--to the Soviet Union from diverse
sources. The Soviet science and technology intelligence effort has
increased in recent years, including that directed at U.S. universities
and scientilic awbuvaicii. ihe Soviet Union is exploiting U.5.-U.8.5.R.
exchange prugraws by giving intelligence assignments to some of its
participating nationals. This has led to reports of abuses in which
the activities of some Soviet bloc exchange visitors have clearly

... @Xtended beyond their agreed fields of study and have included
~ activities that are inappropriate for wisiting scholars.

There is a strong consensus, however, that universities and open

< %gﬁgceiontitic communication have been the source of very little of this

technology transfer problem. Although there is a net flow of
scientific information from the United States to the Soviet Union,

1l
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consistent with the generally more advanced status of U.5. science,
there is serious doubt as to whether the Soviets can reap significant
direct military benefite from this flow in the near term. Moreover,
U.5. openness gives this nation access to Soviet science in many key
-areas, and scientific contacts yield useful insights into Boviet
institutions and society.

UNIVERSITIES AND SCIENTIFIC COMMUNICATION

The principal mission of universities is education; in many American
universities research has also become a major activity, but this
research is intertwined with teaching and with the training of advanced
research scientists and engineers. Participation in research teaches
students to solve difficult, novel problems, often under the guidance
of first-rate scientists. Federal policies {n support of science have
reinforced universities' dual functions.

The system as it has recently evolved has been remarkably
successful; American research universities attract some of the best
minds from around the world and are the principal source of our
scientific preeminence. The effectiveness of this research is now
seriously threatened, however, by a number of economic and social
forces.

Scientific communication is traditionally open and international in
character. Bcientific advance depends on worldwide access to all the
prior £indings in a field--and, often, in seemingly unrelated
fields~--and on systematic critical review of findings by the world
scientific community. 1In addition to open international publication,
there are many informal types of essentlal scientific communication,
including circulation of prepublication drafts, discussions at
scientific meetings, special seminars, and personal communications.

THE CURRENT CONTROL SYSTEM

The government can restrict scientific communication in various ways.
First, information bearing a particularly close relationship to
national security may be subject to classification. This is the most
stringent of the control systems because it serves to bar all
. unauthoriszed access.
) Second, comnunications with foreign nationals may be restricted by
-, export controls, such as those established by the Export Administration
. . Act (EAA) and its associated Export Administration Regulations (EAR)
-w  and by the Arms Export Control Act and its associated International
. Traffic in Arms Regulations (ITAR).! Unless an exemption (or

iThe Panel is avare that the Atomic Energy Act provides a unique
statutory basis for controlling information bearing on nuclear
weapons. The Invention Becrecy Act also allows patent applications to
be kept secret for national security reasons.
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"general license”) applies, both systems require prior governmental
approval for transfer of technical data—-either in written or oral
communication--to foreign nationals. Neither EAR nor ITAR is aimed at
‘general scientific communication, and the Constitution limits the

" government's ability to restrain such communication. WNonetheless, some
of the current discussion has focused on the application of export
controls to scientific communication. This has proved particularly
troubling to the research community in that the current control system
appears to be vague in its reach, potentially disruptive, and hard to
understand.

Third, the government can include controls on communications in the
legal instrument defining the obligations of a recipient of government
research funds. A proposal currently under consideration by the
Department of Defense would require a DOD funding recipient to allow
the government the opportunity for prepublication review of manuscripts
dealing with certain research areas of national security concern.

Fourth, the government could attempt to influence conduct by
seeking a voluntary agreement with researchers to limit the flow of
technical information. Such an agreement is in place to enable the
National Security Agency to review manuscripts dealing with cryptography
and to negotiate alterations before publication.

Finally, communication with foreign nationals might be inhibited
indirectly by limiting their access to the United States. The govern-
ment can deny a visa request or impose restrictions on activities in
this country. In addition, the government can directly regulate the
admission of Boviet and East European visitors under particular
scientific exchange agreements.

COSTS AND BENEFITS OF CONTROLS

Controls on scientific communications can be considered in the light of
several national objectives. . Controls can be seen to strengthen
national security by preventing the use of American results to advance
Soviet military strength. But they can also be seen to weaken both
military and economic capacities by restricting the mutually beneficial
interaction of scientific investigators, inhibiting the flow of
research results into military and civilian technology, and lessening
the capacity of universities to train advanced researchers. PFinally,
the imposition of such eontrou‘ ‘say spn oxode important educational
Inﬂ cultural valuss. ’ 3

. ¥ith zespect to mtrﬁt uad Sovht -uitary gains, the Panel notes
_that while overall a serious technology transfer problem exists,
i ~4::_.«:111;3 has a0t represented a material
rOll other sources. BHBowever, some university
::tcientllts will continue tblcxpand their research beyond basic
scientific investigations into the application of science to
technologies with military relevance. This raises the posnibility that

,,,,,

. Information that is of special concern is the "know-how" that 1- gained
by extended participation in U.S. research projects.
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With respect to U.5. military and economic progress, controls may
slow the rate of scientific advance and thus reduce the rate of tech-
nological innovation. Controls also impose economic costs for U.S.
high-technology firms, which affect both their prices and their market
share in international commerce. Controls may also limit university
research and teaching in important areas of technology. The projected
- shortage of science and engineering talent can become the pacing factor
" 4n U.S. technological advance, so maintaining the flow of talented
young people to military and commercial technology development efforts
is particularly important. A national policy of security by accom-
plishment has much to recommend it over a policy of security by secrecy.

Apart from these considerations, the U.S. political system and
culture are based on the principle of openness. Democracy demands
an informed public, and this includes information on science and
technology.

In addition, there are some inherent limits on the feasibility and
effectiveness of controls. For example, controls cannot be expected to
ensure long-term protection of sensitive information, given Soviet de-
termination to procure data and the many parallel leakage channels,
some of which are beyond U,.S8. jurisdiction. PFinally, universities and
most civilian research organizations lack the logistical capability to
monitor the movenment of information or personnel.

After weighing these benefits, costs, and feasibility assessments,
the Panel arrived at a series of findings and recommendations.

PRINCIPAL FINDINGS AND RECOMMENDATIONS
Control of University Research Activities

The Panel found it possible to define three categories of university
gesearch. The first, and by far the largest share, are those activities
in which the benefits of total openness overshadow their possible near-
term military benefits to the Soviet Union. There are also those areas
of research for which classification is clearly indicated. Between the
two lies 8 a small "gray area" of research activities for which linited
restrictions short of classification are appropriate.

The Panel's criteria leave narrow gray areas for which, in a few
instances, limited rc-trictioni short of classification are appropriate.
An example of snch ¢ gray azca may be a situation, anticipated in
large-scale 1ntcgtnted eireuit work, in which on-canpus research merges
directly Into process technology with possible military application.

In its gecommendations the Panel has formulated provisions that might
‘bo applicable to such a situation. s
- ll]_pnttlel have an interest in having tesca:ch work donm hy the

most qualified individuals and institutions and in educating & nev
“generation of capable scientists and engineers. These objectives must
fit, however, within a system that enables the government ¢to tlassify
work under its sponsorship in accordance with the lav and that enables

4
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the university to select only work compatible with its principal
mission.

‘Unrestricted Areas of Research

" The Panel recommends that no restriction of any kind limiting
access or communication should be applied to any area of university

research, be it basic or applied, unless it involves a technology
meeting all the following criteria:

* The technology is developing rapidly, and the time from
basic science to application is short;

The technology has identifiable direct military
applications; or it is dual-use and involves process or
production-related techniques;

Transfer of the technology would give the U.5.5.R. a
significant near-term military benefit; and

The U.S5. i8 the only source of information about the
technology, or other friendly nations that could also be
the source have control systems as secure as OUIB.

Classification

The Panel recommends that if government-gupported research
demonstrably will lead to military products in a short time,
classification should be considered. It ghould be noted that most
universities will not undertake classified work, and some will
undertake it only in off-campus facilities.

Gray Areas

The Panel recommends that in the limited number of instances in

"~ which all of the above four criteria are met but classification is
unwarranted, the values of open science can be preserved and the
needs of government can met by written agreements no more
gestrictive than the following:

a. Prohibition of direct participation in government-
supported research projects by nationals of designated foreign
x.gnmmntriel. with no attempt made to limit physical access to
ﬁgnmivezsity space or facilities or enrollment in any classroom
g oourse of study. Where such prohibition has been imposed by visa
.5 ~0F contractually agreed upon, it is not inappropriate for

government-university contracts to permit the government to ask a
university to report those instances coming to the university's
attention in which the stipulated foreign nationals seek
participation in any such activities, however supported. It is
recognized that some universities will regard such reporting










transfer from advanced industrial nations to Third World
nations in regionally unstable areas or to those that may be
potentially hostile to the United States and its allies. The
Panel recommends that this subject receive further attention
by the National Academy of Sciences or other qualified study
groups under federal sponsorship.
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DRAFT NSSD

TO: THE DIRECTOR, OFFICE OF SCIENCE AND TECHNOLOGY
POLICY "

SUBJECT: Scientific Communication and National Security

At the request of the Department of Defense, the National
Academy of Sciences Panel on Scientific Communication and
National Security studied the relationship between scientific
information and national security. Its interim report and
recommendations have now been submitted to the Government

and to the public.

Based on extensive briefings by the intelligence community,
the NAS report clearly acknowledges that certain kinds of
information do require protection in the interest of national
security. It continues with several recommendations for
Government action that warrant serious review to determine
which, if any, should be adopted as Government policy and,

if adopted, how they should be implemented.

I am therefore asking that you work with representatives of

the other addressees,ogighis directive to reviewg}he NAS
report and provide recoﬁmendations to the Natidhgi Security
Council by March 1, 1983. Although you may wish‘lo address
other issues as well, the following should be clearly

covered:



1. Is the Panel conclusion correct that export
controls are not an appropriate means of regulating
the exchange of scientific information? 1If yes,
what changes must be made to implement that
conclusion? If the conclusion is not correct,

what can be done to ameliorate the problems of
vagueness and administrative cumbersomeness that

the Panel cited as faults in the current system?

2. The Panel also advocates greater reliance on
contractually-imposed restrictions within broad
guidelines. If such restrictions are needed and
are instituted, can they replace other forms of
control? What kinds of general guidelines or
appeals mechanisms are needed to assure the
appropriateness of the restrictions and that
the several agencies of the Government impose
procedurally and substantively compatible
- restrictions on the research community?
In thoée cases where you make recommendations requiring
additional work prior to implementation, please élso make

RS 2

4v¢iEa recommendations on which agency or agencies should have
v :-;‘*r;_‘-w:;«

» ;_'the'léaﬁ and on what time-table.
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cc: The Secretary of State
The Secretary of the Treasury
The Secretary of Defense
The Secretary of the Interior
The Secretary of Commerce
The Secretary of Health and Human Services
The Secretary of Energy
The Director, Office of Management and Budget
The Director of Central Intelligence
Director, Arms Control and Disarmament Agency
Administrator, National Aeronautics and Space Administration
Director, National Science Foundation
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